Audit Tool

1. PENTASAFE SECURITY TECHNOLOGIES, Inc., www.pentasafe.com

2. Symantec
· Symantec - ESM (Enterprise Security Manager)

3. NetIQ - SM (Security Manager)

· NetIQ Agents are also available for:

· CheckPoint FW

· McAfee

· Norton AntiVirus

· Trend Micro

· Intrusion Detection
4. NetForensics, http://www.netforensics.com/
http://www.networkcomputing.com/1307/1307f23.html

5. Network Flight Recorder (NFR) Secure Log Repository, http://www.ellipse-it.com/products/pdf_files/nfr_slr.pdf
· Network Flight Recorder's Secure Log Repository: SLR ensures that log data is protected against tampering or accidental erasure, aggregates messages from multiple sources for analysis and reporting, and notifies the administrator when specific events are detected. Agents are provided for secure message transmission; the system also accepts standard syslog input. Administrator defines pattern library for filtering.
6. Internet Security Systems (ISS) Secure Log Manager

· ISS Secure Log Manager: provides a mechanism for the secure transfer of system logs from individual systems onto a central management system. The secure transfer is performed so that the logs may, if required, later be used for forensic analysis. Allows viewing of centrally held logs, long term storage and archive of forensic data, export to ODBC database, but does not provide analysis capabilities. 

7. Core Security Technology
http://www.corest.com/products/corewisdom/index.php
CORE WISDOM
The Auditing Tools Suite

Auditing tools should not just monitor events, they should help you manage them.

CORE WISDOM is a suite of tools designed for the secure auditing of information systems.

CORE WISDOM centralizes and guarantees the integrity of system logs and significantly improves the auditing of security information systems by processing and representing the information in unique graphical ways.

In order to provide the most comprehensive monitoring of system events and to ensure the highest level of information resource availability, CORE WISDOM both coordinates and archives historical log data for forensic analysis, and displays all events in real-time, allowing high availability of information resources. The suite centralizes logging and reporting needs in such a way as to improve the potential of the most powerful tool: the mind.

8. Tivoli RiskManager now called Intrusion Manager

http://www.tivoli.com/products/index/intrusion_mgr/

9. MoniLog

http://www.monilog.com/en/

10. NTLast

http://www.ntobjectives.com/

11. Event Analyst

http://www.doriansoft.com/eventanalyst/
12. Intellitactics NSM

http://www.intellitactics.com/index.cfm

13. http://www.esecurityinc.com/products/architecture.asp

14. http://www.conostix.com/ipfc/

15. http://www.guarded.net/

16. http://www.nswc.navy.mil/ISSEC/CID/

17. http://www.riptech.com/technology/features.html

18. http://www.gd-decisionsystems.com/intrusionvision/

19. http://www.wetstonetech.com/smartwatch_ns.html

20. Addamark's Log Management System (LMS)

http://www.addamark.com/
21. www.arcsight.com
